### Automatic Account Lock-out

If a user attempts to login to an account and repeatedly fails to provide the correct password, the account for that username will be locked for a certain period of time. This lockout period helps to prevent unauthorized users from accessing the system by repeatedly guessing passwords.

By default, five failed login attempts are allowed before the account is locked, and once locked, the account will be inaccessible for 15 minutes. These defaults can be changed by the implementation team, if necessary.